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Case Study 1 – Data Protection

Q1.

The GDPR includes six data privacy principles that should be followed when handling personal data[1].

Firstly, we have **Lawfulness, Fairness and Transparency**, as personal data must always be processed lawfully, fairly, and the intent of the how the data will be used should always be transparent.

Furthermore, we have **Purpose Limitation** where the purpose of storing personal data should be clearly stated, providing that the explicit reasons are legitimate and keeping the data for as long as necessary.

Additionally, we have **Data Minimisation**, where the data must be used in a way that is adequate, relevant, and limited to what is needed for the processing purpose.

Further, we have **Accuracy**, data should be accurate and always up to date, taking measures in removing inaccurate or incomplete data but also making sure that individuals have the option on requesting data that are related to them to be rectified and erased.

Also, **Storage Limitation,** which describes that data should only be retained for as long as necessary considering their purpose of keeping, and securely deleting any data when are no longer needed.

Lastly, we have **Integrity and Confidentiality**, which also describes that data should always be kept secure by establishing appropriate security measures including preventing “unauthorised or unlawful processing” [1] or destruction or damage.

Q2.

The GDPR Accountability principle states that a company should be responsible and be able to demonstrate their ability of compliance with the other data protection principles. But there are many elements of Accountability that should also be established and correctly addressed in order for a company to fully comply with the rules. There are several actions the company will need to take for the implementation of the new features. Firstly, we have the action of **Transparency** [2] which describes, communicating information of individuals regarding their privacy program, procedures, and processes regarding the use of their personal data as well as potential risks. The company should clearly inform their users of how the addition of the new feature will use their private information. This communication engages the privacy regulations of the company regarding their privacy program. Furthermore, we have **Risk Assessment** [2] where the company should assess their privacy program regarding these newly added features as they should be able to able to mitigate any risks of individuals in case of data breach incidents. The addition of these features should in no way disrupt the security of the company so their policies should be updated and addressed.

Q3.

There are some key additions in the 2018 Data Protection Act that updates the previous 1998 DPA. These 3 additions are “**the right to erasure**”, “**inclusions of exemptions of the Data Protection Act**” and “**being regulated in tandem with the GDPR**” [3].

The right to erasure introduced the right to individuals to have their personal data erased at their request but can only be applied under certain circumstances [4]. The consequence of this addition prevents the company from indefinitely keeping a user’s data and using it for processing purposes.[5]

Additionally, the 2018 DPA includes the exemptions from particular provisions. In this case you may not have to follow all of the rights and obligations. Some of these exemptions include “the right to be informed, the right of access, dealing with other individual rights”[6] and more. The consequence is now the exemptions are much clearer for the people to know and understand making it stricter for the companies to follow and implement the rules accordingly.[3]

Finally, for the 3rd difference we have the inclusion of the GDPR which works in tandem with the DPA 2018. With the creation of the GDPR the Data Protection Act was updated and are intended to be used together [3]. This combination has a consequence that rules are applied not only for the citizens for the UK but also of the European Union. Thus, companies that use information from citizens of the European Union need to also abide by the rules of the GDPR.

Q4.

Automated decision making and profiling was an issue which was addressed in the 2018 GDPR which states “Article 22 of the GDPR has additional rules to protect individuals if you are carrying out solely automated decision-making that has legal or similarly significant effects on them.” [7] Since the company wants to make movie recommendations to their user’s by comparing the similarities of the profiles it directly addresses to this issue. For the company to allow it to proceed forward with the addition of this feature they need to clearly state their **intentions** of the new feature and they need to have the individual’s **explicit consent** [8] .

Q5.

The GDPR contains the ‘Right to Erasure’ where each individual can ask for their personal data to be erased whilst still abiding to some restrictions [9] . It was believed that erasure meant the complete deletion of data but as it turns out with the process of data anonymization it is enough to deem that the data was ‘erased’ [10] given that in no way can the data be used to re-construct the identity of the user.

The issue is that the company wants to remove all personal data from the user trying to make their profiles ‘Anonymous’, but their ratings and review comments will still be present which are enough information to re-identify falling in the category of pseudonymization.

Although the company requests for consent to use their ‘Anonymous’ data it is just not true since their data are only Pseudonymous. This means that simply removing the personal data of the users but still keeping the ratings and reviews is not sufficient in following the GDPR rules.

Q6.

Allowing users to modify a generic avatar is a reasonable approach but, the issue is the automated construction of the initial face using provided information. It violates the principle of **Integrity and Confidentiality** as using the information they have provided can potentially be used to identify an individual. “GDPR only concerns with the processing of personal data that relates to a natural person that allows identification of an individual directly or indirectly via that information.” [10] . This avatar will be a direct link with the user which is a significant concern according to the GDPR.

Q7.

An approach to overcome this profiling issue is with the use of pre-defined collection of images [11] but with the addition of a unique system generated avatars. Instead of choosing a completely random image the user may choose something that relates better to them. This can be in the form of their favourite movie, show or genre. The avatar generator can then provide the user with a more personalized avatar but at the same time be general enough that it can never be used to re-identify them with just using the avatar as the piece of personal information, thus it correctly follows the rules of the GDPR.
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